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If you're not using VMware vSphere Client 4.1, your screens may vary.

Host with Silver Peak VX-5000
IN-LINE [Bridge Mode]

VXOA

- VIRTUAL APPLIANCES - S vSphere Client

= Appliance Manager

VMware vSphere /
vSphere Hypervisor

/-VX-SOOO virtual appliance
Appliance IP = 10.0.45.10 /24

mgmt0
10.0.45.153 /24
network adapter: vmnicO

Virtual Switch: vSwitchO\

/— vSphere / vSphere Hypervisor

VMware Host
10.0.45.154 /24

WAN

Router

Switch

lan0 wan0
network adapter: vmnic2 network adapter: vmnic1
Virtual Switch: vSwitch2 Virtual Switch: vSwitch1

This Quick Start Guide only covers Bridge mode, which uses both wan0 and lan0 or data traffic.

Before You Begin
B [or ease, these instructions use the VX-5000 Virtual Appliance as the example. ®

M Comply with the VXOA Virtual
Appliance Host System Requirements

[PN200566-001] SUMMARY OF TASKS

M Download the virtual appliance OVF
template file:

| install the vSphere Client

- For VX-Xpress, go to 2 Prepare the VMware host

http://www.silver-peak.com/produc
ts/vx-x/ 3 Deploy the VXOA virtual appliance’s OVF template
- For the other VXOA virtual 4 Power on the Virtual Appliance
appliances, go to the Silver Peak
Support portal. 5 Configure the Virtual Appliance
& Collect the IP addresses for: 6 Run the Appliance Manager initial configuration wizard
- VM Sph . ..
WaTeYSpnere server 7 Verify end-to-end connectivity
- mgmt0

[if not using DHCP, then also the
default gateway for mgmt0]

- Appliance IP
WORKSHEET
M Obtain a VXOA virtual appliance
activation license key ITEM Example’s Values Your Values
Datastore LocalStore
mgmt0 virtual network = vmnicO
® Silver Peak 10.045.153/24
Silver Peak Systems, Inc. wan0 virtual network = vmnic|
4500 Great America Parkway lan0 virtual network = vmnic2
Suite 100 VMware Host 10.0.45.154/ 24
Santa Clara, CA 95054
Appliance IP 10.045.10 /24
1.877.210.7325 (toll-free in USA) mgmtl virtual switch — no adapter

+1.408.935.1850
www.silver-peak.com/support
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a

d

Install the vSphere Client

In a browser; enter the IP address for the VMware vSphere host. This is where the VMware vSphere Hypervisor Client

resides.

The host interface appears.

VMware ESXi 4

Welcome

Getting Started

If you need to access this host remotely, use the following
program to install vSphere Client software. After running the
installer, start the client and log in to this host.

» Download vSphere Client
To streamline your IT operations with vSphere, use the following
program to install vCenter. vCenter will help you consolidate and
optimize workload distribution across ESX hosts, reduce new
system deployment time from weeks to seconds, monitor your
wvirtual computing environment around the clock, avoid service
disruptions due to planned hardware maintenance or unexpected
failure, centralize access control, and automate system
administration tasks.

* Download VMware vCenter

For Administrators

If you need mgee help, please refag t ary: M/&J\W

vSphere Remote Command Line

The Remote Command Line allows you to
use command line tools to manage
vSphere from a client machine. These
tools can be used in shell scripts to
automate day-to-day operations.

« Download the Virtual Appliance

* Download the Windows Installer (exe)
« Download the Linux Installer (tar.gz)

‘Web-Based Datastore Browser

Use your web browser to find and

download files (for example, virtual

machine and virtual disk files).

» Browse datastores in this host's
invantery

Click Download vSphere Client and Save the file. After the file downloads, the installation wizard for the VMware

vSphere Client appears.

Welcome to the installation wizard for
VMware vSphere Client 4.1

The installation wizard wil install VMware vSphere Client 4,1 on

vour computer. To continue, dick Next.

VMware vSphere™

(|| ent WARNING: This program is protected by copyright law and

international treaties,

Click Next to begin going through the wizard.

The screens sequence through the License Agreement, Customer Information, Custom Setup, and Destination Folder

screens.

Installation Completed

VMuare vSphere Client 4.1 has been installed successfuly.

Click Finish to exit the wizard.

VMware vSphere™
Client

o e

Click Finish.
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2 Prepare the VMware host

Before deploying the OVF template, the VMware host must meet system requirements.

a On your computer desktop, double-click the shortcut for the VMware vSphere Client.
The client login screen appears.

b Complete the fields and click Login.

1% VMware vSphere Client

vmware

VMware vSphera™

Client

To directly manage a single host, enter the IP address or host name.
To manage multiple hosts, enter the IP address or name of a
wCenter Server

1P address { Name: -
User name:
Password:

I Use Windows session credentials

dme | e

In the IP address / Name field, enter the same IP address you used for the VMware vSphere host in Step |a.
Enter your VMware user name and password.

C The vSphere Client screen appears. Double-click the Inventory icon.

u-\.'n_“_

[ et
o asks e
R =7 T T TRRE e R | W e =1
P Tk =t |

The Getting Started tab appears.

10045.154 - vSphere Cient [= [ ]
.

Fie €t View Invertor [Adminsiaton Plag-ns_Help
BB |8 e P I ey ]
& &

g [ —

Getting Startec QLTI Allocation | Performance [ Configuration [ Loc:

0247

ups [ Events | Permissions
close tab [ Al
What is a Host?

Anost is a computer that uses virtualization software, such Virtual Machines
as ESX or ESXI, to run virtual machines. Hosts provide the
CPU and memory resources that virtual machines use and
give virtual machines access to storage and network
connectivity

!

You can add a virtual machine to a host by creating a new
one or by deploying a virtual appliance.

Host

The easiest way to add a virtual machine is to deploy a
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
installed. A new virtual machine wil need an operating
system installed on t, such as Windows or Linux.

vSphere Client
Basic Tasks

&' Deploy from VA Marketplace
@& Create a new virtual machine Explore Further

I Learn about vSphere

Manage multple hosts, eliminate downtime, load
balance your datacenter with vilotion, and more

| Evaluate vSphere

Recent Tasks Name, Target or Status contains: + Clear X
Name Torget Status [Detalls | Intisted by | Requested Stat T | StartTime [Completedtime | z

parameter

was not

iy -
[ATasks | =
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Now, with the following two screens, you'll verify that the VMware host's hardware meets the minimum system
requirements for the specific VXXOA virtual appliance.

(Refer to the VIXOA Virtual Appliance Host System Requirements, PN 200566-001)

Where to verify the information

| CPU Summary tab
2 Memory Summary tab
3 Storage Summary tab
4 Network Interfaces Configuration tab > Network Adapters

To verify the first three items, click the Summary tab.

@ 10.0.45.154 - vSphere Client

File Edit View Inventory Administration Plug-ins Help

[¥] |Q Home b g8 Inventory b [l Tnventory

g &

[ [10.0.45.154

hevx5000-esxispeak.local VMware ESXi, 4.1.0, 260247

Getting Started [ETACIE iy Virtual Machines | Resource Allocation

Performance | Configuration | Local Users & Groups | Events | Permissions

General

Resources

Manufacturer:
I Model:

CPU Cores:
Processor Type:

License:

Processor Sockets:
Cores per Socket:
Logical Processors:
Hyperthreading:
Number of NICs:

k| StEtE

“maam, aus

Dell Inc.

PowerEdge RE10

4CPUs x 2.526 GHz

Intel(R) Xeon(R) CPU

E5540 @ 2.53GHz

vSphere 4 Hypervisor
Licensed for 1 physical CPU...

CPU usage: 196 MHz
¥

Memary usage: 1005.00 MB
I

Datastore | capacity |

Capadity
4x 2.526 GHz

Capadty
8181.82MB

Free | LastUpdal

H LocalStoage 278.75GB 27820 GB 8/11/2011
1
4 « I v
4 Network | Type |
Inactive ®  VMNetwork Standard switch netwiork
4
Connected al {8, I '
W N
-.I'\\/ “%W’M "oy ‘
Tt ]

m

‘\A»AAM\.“

To verify the last item, click the Configuration tab and, under Hardware on the left, click Network Adapters.

10.045.154 - vSphera Client
P!

EE

File Edit View Inventory Administration Plug-ins Help

|@ Home b gF Inventory b [l Inventory

In total, we'll create four networks.

\W WA

+
5 @
[ [10.0.45.154 hevx5000-esxi.speak.Jocal VMware ESXi, 4.1.0, 260247
Getting Started | summary | Virtual Machines | Resource Allocation | Performance [FERGFTIERl A Local Users & Groups | Events | Permissions
ey Network Adapters
" Device | Speed | Configured | switch | MAC Address | Observed TP range
fealtn status Broadcom Corporation PowerEdge R610 BCM5709 Gigabit Ethernet
Processors BB vmnics Down Negotiate None 00:21:0b:9c:36:57  None
Memory B vmhic2 1000 Full 1000 Full Nane None
Storage @ vmnicl 4 1000 Full 1000 Full None None
Netwerking BB vmnicd 1000 Full 1000 Full wSwitch0 None
Storage Adapters
+ Network Adapters
Advanced Settngs
Power Management
,/“*\ . [Software |
by qauntt

““m*«m\//“#m‘“/w«/“‘f\\ gt

Now, you'll create the three networks that actually carry traffic: For management traffic, you'll pair one with mgmt0.
For data traffic, you'll pair a second one with wan0 and the third one with lan0.

For mgmt0, you can use the NIC that VMkernel is currently using, or you can pick a different one. In this example,

we'll pair vmnic0 with mgmt0, vmnicl with wan0, and vmnic2 with lan0. (See diagram on page |.)
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f.

In the Configuration tab, select Networking (on the left) and click Add Networking.

(@) 10045154 - vSphere Client

e

File Edit View Inventory Administration Plug-ins Help

G B8 ‘Q Home b g8 Tnventory b [l Inventory

& @

[ [0om15

hevx5000-esxi.speaklocal VMware ESXi, 4.1.0, 260247

Getting Started | Summary | Virtual Machines | Resource Allocation | Performance - (LRl TEAg Local Users & Groups

Events

The Connection Type screen appears.

Permissions

Hardware View:  |Virtual Switch
Health Status Networking Refresh (Add Networking.o)
Processors
Memary Virtual Suitch: vSuitchd Remove... Properties...
storage e s o o
» Networking 7 VM Network Q. =
Storage Adapters VMikerel ot
Metwork Adapters 3 Management Netwiork Q.
Advanced settings vk - 10.0.45.154
Power Management

(@ Add Network Wizard = [E ]

Connection Type
Networking hardware can be partitioned to accommodate each service that requires connectivity.

Connection Type
Network Access Connection Types
Connection Settings
Summary

" Virtual Machine
Add alabeled network to handle virtual machine network traffic,

' VMkernel

The VMkernel TCP/IP stack handles traffic for the following ESXi services: ¥Mware vMotion, ISCSI, NFS,
and host management.

Click Next. The Virtual Machines - Network Access screen appears.

(@ Add Network Wizard = B [

Virtual Machines - Network Access
Virtual machines reach networks through uplink adapters attached to virtual switches.

Connection Tvpe select which virtual switch will handle the network traffic for this connection. You may also create a new virtual switch
Network Access using the undsimed network adapters Isted below.
Connection Settings
Summary @ Create a virtual switch E

~ B vmnict 1000Ful  Nene

I~ B vmnic2 1000Ful  None

I~ BB vmnic3 Down None

" Use vSwitcho b
I~ BB vmnico 1000Ful  None
Preview:

Vireus| Machine Port Group
VM Network 2

Help < Back | Next > | Cancel

Properties..

“,/’“\,»M"‘“/w

PN 200568-001 Rev E » R4.4

50f24



VXOA Virtual Appliance / VMware vSphere / vSphere Hypervisor / In-Line Deployment [Bridge Mode]

Since we want to pair vmnic0 with mgmt0, click Use vSwitchO.
The Preview content changes.

(@ Add Network Wizard = [

Virtual Machines - Network Access
Virtual machines reach networks through uplink adapters attached to virtual switches,

Connection Type
Network Access
Connection Settings
Summary

Select which virtual switch will handle the network traffic for this connection. You may also create a new virtual switch
using the undaimed network adapters listed below.

" Create a virtual switch Speed Hetworks

7 B vmnict 1000Ful  None
I~ B vmnic2 1000Ful  MNone
I~ E@ vmnic3 Down HNone
& Use v5witcho letworks
~ B vmnico 1000Ful  MNone
Preview:
it ou Physic: tars
VM Net e BB vmnico
VM Network .
Management Network [oX

vmk0 ; 10.0.45.154

Help

< Back | Next > I Cancel

h. Click Next. The Virtual Machines - Network Access screen appears.

(@ Add Network Wizard

EIEIQ

Virtual Machines - Connection Settings
Use network abels to identify migration compatble connections comman to two or more hosts.

Comnection Tvpe
Network Access
Connection Settings
Summary

Port Group Properties

Netwark Label: [vM Network 2
VLAN ID (Optional): [None (0) -
Preview:

VM Network 2 9. BB vrnico
VM Netweork Q.

Por
Management Network e.

vmkD : 10,045,154

Help

<gack | [ hext> Cancel

In the Network Label field, enter mgmt0.

Connection Type
Network Access

Connection Settings

Summary

Port Group Froperties

Network Label: mgmo|
VLAN D (Optional): Nane (0) =

This entry also displays below, in the Preview area.

J Click Next. The Ready to Complete screen appears.

(@ Add Network Wizard

EIEIQ

Ready to Complete

Verify that 2l new and modified virtual switches are configured appropristely

Comnection Tvpe
Network Access
Comnection Settnas
Summary

Host networking wil include the following new and modified vSwitches:
Freview

mencnetok @
kO : 10.0.45.154

bt b8 BN st s i)
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k. Click Finish. The client returns to the Configuration tab.

@ 10045.154 -vSphere Cient

File Edit View Inventory Administation Plugrins Help

G B (@ roe »gg ey b B imenioy |
& &
§ 0o

hevx5000-esxispeak.local VMware ESXi

Getting Started | Summary | Virtual Machines

urce Allocation [ Performance [SRTEWETR ( ocal Users & Groups | Events

Hardware View:  |Virtual Suteh
Health status Networking Refresh AddNetworking... Properties.
Processors
Memory Vil switch: vswitcho Remove.. Propertes.
storage ve [ e
+ Networking 2 VM Network Q. B vmico 1000 Ful | @
Storage Adapters e 7o
Network Adapters 2 Management Netvork @)

‘Advanced Settings

Power Management

&/m e
. e m .
R SN PPN e

Now we'll add wanO.

Return to the vSphere Client's Configuration tab, and click Add Networking.

(2 10.0.45.154 - vSphere Client

File Edit View Inventory Administration Plug-ins Help

|Q Home b g Iventory b Bl Inventory ‘

+
& &
[ 10045154 hevx5000-esxispeaklocal VMware ESXi, 4.1.0, 260247
Getting Started | Summary [ Virtual Machines | Resource Allocation | Performance [l etta Local Users & Groups | Events | Permissions
Hardware View:  [Virtual Switch
Health Status Networking Refresh (AddNetworking. ) Properties
Processors PV
sttty ab L,
MAA Memory %h{ Remove... Froperties...
S gt M\."\“\
e

N PO

The Connection Type screen appears. Make sure that Virtual Machine is selected.

(@ Add Network Wizard

:.Elg

Connection Type
Networking hardware can be partitioned to accommodate each service that requires connectivity.

Connection Type

Network Access Connection Types
Connection Settings . .
Summary Virtual Machine

Add alabeled network to handle virtual machine network traffic.

' VMkernel

The YMkernel TCP/IP stack handies traffic for the folowing ESXI services: VMware uMotion, SCSI, NS,
and host management.

IR o M"’h A, A N

m. Click Next. The Virtual Machines - Network Access screen appears.
(@ Add Network Wizard [E=REEE

virtual Machines - Network Access
Virtual machines reach networks through upink adapters attached to vrtual switches,

Connection Type. Select which virtual switch will handle the network traffic for this connection. You may also create a new virtual switch

Network Access using the undlaimed network adapters listed below.
Cannection Settings
Summary ¥ Create a virtual switch d

v EB vmnict 1000 Ful

&8 umic2 1000 Full

@ vmnics Down

 Use vSwitchd e
& vmnico 1000Ful None
Freview:

Wi e Por Group
VM Network 2

o 1 e

Help < Back | Next > I Cancel

In this example, we leave vmnic1 selected, and click Next. Based on your own server configuration, select an
appropriate interface.

PN 200568-001 Rev E » R4.4 7 of 24



VXOA Virtual Appliance / VMware vSphere / vSphere Hypervisor / In-Line Deployment [Bridge Mode]

8 of 24

n.

O.

The Virtual Machines - Connection Settings screen appears.
(@ add Network Wizara ==

Virtual Machines - Connection Settings
Use network labels to identify migration compatible connections common to two or more hosts.

Connection Type Port Group Propertiss
Network Access

Connection Settings Network Label: VM Nebwork 2
Summary VLAN ID (Optional): None (0) ~

Preview:

Virtual Machine Port Group Physical Adaprers
WM Netwark 2 g_.g_.m wmnicl
VSV N R WWAW“‘“«W‘* .

In the Network Label field, enter wan0 and click Next.
The Ready to Complete screen appears.
(@ Add Network Wizard ==

Ready to Complete
Verify that all new and modified virtual switches are configured appropriately.

Conneeton Tine Host netwarking wil indude the following new and madified vSwitches:
Network Access TrET s
Connection Settings
Summary Virtual Machine Port Group Physical Adapters.
wan Q_B_.m wmnict

il V"N A 8t P A MW

Click Finish.

The vSphere Client’s Configuration tab now reflects the additions of both mgmt0 and wan0.

@ 10.0.45.154 - vSphere Client

ey

File Edit View Inventory Administration Plug-ins Help

B8 ‘Q Home b gf Inventory b [Efl Inventory

il =)

performance [ ELELA Local Users & Groups | Events | Per

Refresh  Add Metworking... Froperties...

Hardware View: [Virtual Switch
Health Status Networking
Frocessors
Memary Virtual switchs vswitch Remave... Properties...
Storage Virtusl Machine Port Group Physical Adaprers

+ Networking £ WM Network 9. E@ vmnicd 1000 Full 3
Storage Adapters Viikersl Port
Network Adapters 3 Management Network 9.
Advanced Settings vmkD : 10.045.154
Fower Management Vitual Machine Port Growp

3 mgmto Q.
Software

Licensed Features Virtual Switch: vawitchi Remove... Properties.
Time Configuration Virtual Machine Port Group Physical Adaprers
DNS and Routing 3| wano Q_.B_.m wmnicl 1000 Full | §3
Authentication Services
Virtual Machine Star tup/Shutdonn
virtusl Machine Swapfile Location
Security Profile
System Resource Allocation
Advanced Settings

3 [10.0.45.154

Recent Tasks Name, Target or Status contains: ~ Clear X

Name | Target | status | Details | Initiated by | Requested Start Ti...— | Start Time | Completed Time |

&Y Updatenetworkconfig. [ 10.045.154 Completed roct 8/11/20113:32:30 PM  8/11/20113:32:30PM  §/11/20113:32:30 PM

¥ Updatenetworkconfig. [ 10.0.45.154 @ Completed roct 8/11/2011 3:30:25 PM :25PM 8/11/20113:30:25 PM

|99 Tasks | root

Now, we need to ensure that vSwitch1 is able to receive all packets, even if they're not specifically for that interface.
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p. Return to the vSphere Client's Configuration tab, and click Properties.
Advanced Settings vmk0 : 10.0.45.154
Pawer Management Virtual e Port Group
B mgmto gﬂl
Software
Licensed Features Virtual Saitch: vSwitch1 Remove. . (G

Time Configuration
DNS and Routing

Physicsl dspters
gg_.m vmnicl 1000 Ful | &3
Authentication Services

M/...»""“‘*««\ Virtual Machine StertiofShutdonn | o s maman,
| aotrtusl Machi A sttt - \Mwww

2 Port Group

A b A B

The vSwitch1 Properties window appears.

(&) vSwitchl Properties o )
Ports | Network Adapters |
Canfiguration | Summary 1 "VSWM s
Vwitch 120Ports | Number of Ports: 120
@ wano virtual Machine ...
- Default Poci

Security
Promiscuous Mode: Reject
MAC Address Changes: Accept
Forged Transmits: Accept

Traffic Shaping
Average Bandwidth: -
Peak Bandwidth: =
Burst Size: =

Failover and Load Balancing
Load Balanding: Port D
Network Failure Detection: Link status only
Notfy Switches: Yes
Failback: Yes
Actve Adapters: wmnicL
Stanchy Adapters: None

ade . e Unused Adapters: None

a. On the bottom, click Edit. The tabbed vSwitch1 Properties property box appears.
(@ vSwitchl Properties [

General | security | Traffic shaping | NIC Teaming |

Virtual Switch Properties
’7Number of Ports: 120 -

& Changes will not take effect until the system is restarted

PPN TP

r Click the Security tab, and then, in the Promiscuous Mode drop-down list, select Accept.
(@) vSwitchl Properties ==

General Security | Traffic Shaping | NIC Teaming |

Policy Exceptions

Promisauous Mode: =
MAC Address Changes: |Accept j'
Forged Transmits: Accept 2

\\MJ/M“ P

s. Click OK. The vSwitch1 Properties window reappears, with the new value.
(@ vswitch1 Properties [E=mEER

Parts | Network Adapters |

Configuration | Summary T ’wsmrh Eesiies ‘
I vswitch 120Ports Humber of Ports: 120
& wano wirtual Machine ...
Default Policies
Security
Promiscuous Mods: Accept
MAC Address Changes: Accept
Forged Transmits: Accept
Traffic Shaping

A i EEWMWM/\ \ :

t. Click Close. The client returns to the Configuration tab.
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Now, we'll add lan0.

u. Click Add Networking.

(3 10.0.45.154 - vSphere Client = | B |
File Edit View Inventory Administration Plug-ins Help
B B [& e > g9 rventoy b B venory ‘
.
& &
g [10.0.45.15¢ hevx5000-esxispeakocal VMware ESXi, 4.1.0, 260247
Getting Started " Summary [ Virtual Machines | Resource Allocation | Performance  [o il L al ik Local Users & Groups | Events | Permissions
Hardware View: |Virtual Switch
Health Status Networking Refresh (Add Metworking...) Properties...
P
rocessors N ."“\\
Mm,\ Memory “‘"v\m Remove... Properties...
s,
. ~ %
Sl Attt

The Connection Type screen appears. Make sure that Virtual Machine is selected.
(@ Add Network Wizard [E= =

Connection Type
Networking hardware can be partitioned to accommodate each service that requires connectivity.

Connection Type

Network Access Connection Types
Connection Settings © virtual Hachine
Summary

Add a labeled network to handle virtual machine network traffic.

" VMkernel

The VMkernel TCP/IP stack handles traffic for the following ESXi services: VMware vMation, ISCSI, NFS,
and host management.

_AMMW/\«NM,/‘Mw\/‘\ﬁ”

V. Click Next. The Virtual Machines - Network Access screen appears.
(@ Add Network Wizard [E= =

Virtual Machines - Network Access
Virtual machines reach networks through uplink adapters attached to virtual switches.

Connection Type Select which virtual switch will handle the netwark traffic for this connection. You may also create a new virtual switch
Network Access using the undlaimed network adapters listed below.
Connection Settings
Summary @ Create a virtual switch Speed letworks
¥ B vmnic2 1000Ful  Nome
@ vmnic3 Down None
" Use vSwitch Speed etworks
@ vmico 1000Ful  Nome
' Use vSwitch1 Speed letworks
B vmnict 1000Ful  Nome
Preview:

Virtual Machine Port Group Physics bers
VM Network 2 QB_.E vmnic2

Help <ok | [ Met> | cance

In this example, we leave vmnic2 selected, and click Next. Based on your own server configuration, select an
appropriate interface. The Virtual Machines - Connection Settings screen appears.
( (&) Add Network Wizard = [o

Virtual Machines - Connection Settings
Use network lsbels to identify migration compatible comnections common to two or more hosts,

Connection Type Part Group Properties
hiebwork Access

Connection Settings Network Label: [VM Network 2
Summary VLAN ID (Optional): INone (0) -

Preview:

Vi

ichine Port Group Physical Aapters
N\M\ VM Network 2 QB—.B vmnic2
JM«J\M“«M"\/ Pt ppt st d]
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W.

Y-

In the Network Label field, enter 1an0.

Py ==

(&) Add Network Wizard

Virtual Machines - Connection Settings
Use network labels to identify migration compatible connections common to two or more hosts.

Connection Type
Network Access
Connection Settings
Summary

Port Group Froperties

Network Label:

lano)
one (0) =

VLAN 1D (Optional):

Preview:

Virtual Machine Port Group Physical Adapters
<2 el )

Click Next. The Ready to Complete screen displays.

(@ Add Network Wizard

Ready to Complete
Verify that all new and modified virtual switches are configured appropriately.

Connection Tvoe
Network Access
Connection Settings
Summary

Vel

Host networking will include the following new and modified vSwitches:
Previen:

virual Machina Por Group Physical adaptars
lan0 QB_.Q vmnic2

i NS

gt

Click Finish.

The vSphere Client’s Configuration tab now reflects the additions of mgmt0, wan0, and lan0.

(&) 10.0.45.154 - vSphere Client [E=NEE
File Edit View Inventory Administration Plug-ins Help
|Q Home b g8 Inventory b [l Inventory ‘
+
B &
B 10.0.45.154 hevx5000-esxispeakJocal VMware ESXi, 4.1.0, 260247
mmary | Virtual M s Ilocation | Performa Users & Groups | Events | Permissions
Hardware View: |Virtual Switch
Health Status Networking Refrash Add Networking... Froperties...
Processors
Memary Virtual Switch: vSwitchd Remove... Properties...
Storage Virtual Machine Port Group Physical Adapters
v Netwarking 3 VM Network . EB vmnicd 1000 Full 3
Storage Adapters VMkemel Port
Network Adapters 7 Management Network 9.
Advanced Settings vmko : 10.0.45.154
Power Management Virnual Machine Por: Group
1 mgmto Q.
Software
Lizensed Pestures Virtual Switch: vSwitch1 Remove... Propertes...
Time Configuration Vimual Maching Por: Group Physical Adsprers
DNS and Routing £ wan0 Q. BB vmnict 1000 Full  ©3
Authentication Services
Virtual Machine Star tup/Shutdown . I
. emove... Properties...
Virtual Machine Swapfile Location Virtual Switch: vSuitch2 o
Virtual Machine Port Group Physical Adaprars.
Security Profile
& lano B_. vmnicz 1000 Full | 2
System Resource Allocation & B
Advanced Settings
Recent Tasks Name, Target or Status contains: ~ Clear X
Name | Target | Status | Details | Initiated by | Requested Start Ti... — | Start Time | Completed Time -
¥ Updatenetworkconfig.. [ 10.0.45.154 © Completed root 8/11/20113:38:11PM  8/11/2011 3:38:11PM  B/11/2011 3:38:11 PM L
¥ Update virtual switch B 10045154 @ Completed root 8/11/20113:36:43 PM  8/11/2011 3:36:43 PM  8/11/2011 3:36:43 PM
¥ Updatenetworkconfig.. [J 10.0.45.154 @ Completed root 8/11/20113:32:30PM  §/11/2011 3:32:30 M 8/11/2011 3:32:30 PM 8
[ Tasks | root

Now, we need to ensure the vSwitch2 is able to receive all packets, even if they're not specifically for that interface.
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Z.

aa.

ab.

Return to the vSphere Client's Configuration tab and, next to vSwitch2, click Properties.

hine Por Group gw

Virtual Switch: vSwitchl

Software

Licensed Features

Time Configuration

DNS and Routing

Authentication Services

Virtual Machine Startup,Shutdown
Virtual Machine Swapfile Location
Security Profile

System Resource Allocation
Advanced Settings

The vSwitch2 Properties window appears.

‘ Power Management ‘ Virtual
£ | mgmt0

= Port Group

Physical Adapters
Q.B_.m wmnicl 1000 Full |§3

Physical Adspters

Q.B_.m wmnic2 1000 Full | §3
\r\.’\ me
St Sttt TN NP

(@ vSwitch2 Properties [ESEEY e
Ports |NEtwrkAdaptErs |
Corfiguration [ Summary I stm 2=
IF vswitch 120 Ports Number of Ports: 120
@ lan0 Virtual Machine ...
- Default Palicies
Security
Promiscuous Mode: Reject
MAC Address Changes: Accept
Farged Transmits: Accept
Traffic Shaping
Average Bandwidth: =
Peak Bandwidth: =
Burst Size: -
Failover and Load Balancing
Load Balancing: Part D
Metwork Failure Detection: Link status only
Notify Snitches: Yes
Failback: Yes
Active Adapters: vmnic2
Standby Adapters: Nene
nde — e Unused Adapters: Nene

On the bottom, click Edit. The tabbed vSwitch2 Properties property box appears.

() vSwitch? Broperties =5

General | Security | Traffic Shaping | NIC Teaming |

Virtual Switch Properties
lrmumuar of Ports: 120 -

& Changes wil not take effect untl the system is restarted.

Click the Security tab, and then, in the Promiscuous Mode drop-down list, select Accept.

(@ vSwitch2 Properties =

General Security | Traffic Shaping | NIC Teaming |

Policy Exceptions

Promiscuous Mode: ]
MAC Address Changes: Accept A
Forged Transmits: Accept <

e P Y W

M‘AMMM |

&
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ac.

ad.

ae.

Click OK. The vSwitch2 Properties window reappears, with the new value.

(3 vSwitch2 Properties

:EIQ

Ports | Network Adapters |

Configuration | Summary | TR
£ vawitch 120Parts Number of Ports: 120
@ lano Virtual Machine ...
Default Polci
Security
Promiscuous Mode: Accept
MAC Address Changes: Accept
Forged Transmits: Accept

.

Click Close. The client returns to the Configuration tab.

(@ 10.045.154 - vSphere Client [E=EE
File Edit View Inventory Administration Plug-ins Help
B B [0 rome b gg ey > B menory |
& @
[ 10045154 hevx5000-esxi.spe: | VMware E
Gatting Started | Summary | Virtual M perform:
Hardware View: |Virtual Switch
Heslth Status Networking Refresh  AddNetworking... Properties.
Processors
Memory Remove... Fropertes,
storage o -
+ Networking . BB vmnic) 100 Rl | D
Storage Adapters
Network Adapters Q.
Advanced setings
Poer Management e
Software
Licensed Features Remove... Properties
Time Configuration
DN and Routng o 1000 Fall |
Authentication Services
Virtual Machin StartupShutdonn
Remove... Properties.
Vrtual Machine Swapfil Location
Security Profile - -
wmnic2 1000 Full | 3
e Resurce Al ef}-m
Advaneed Setings
Recent Tasks Name, Target or Status conains: ~ Clear %
Name | Target | Status | Details [ Initiated by | Requested Start Ti...— | Start Time | Completed Time T
) updatevinualswih [ 10.045.5% @ Compled roct 6/11/2011 33936 P B/11/2011 33936 PM 6/11/2011 3:39:36 PM
¥ Updatenetwork config. [ 10.0.45.154 @ Complet=d roet 8/11/2011 PM  8/11/2011 11PM  8/11/20113:38:11 PM
9 Updatevitualswich ] 10045152 @ Complated root §/11/20113:36:43PM  B/11/20113:36:43 PM 8/11/2011 3:36:43 PM A
9 Tasks | root

Finally, in the Bridge mode configuration, mgmt1 is not used.

Therefore, you must map it to a virtual switch that isn't connected to any physical interface, as follows.

From the vSphere Client's Configuration tab, click Add Networking. The Connection Type screen appears.
Make sure that Virtual Machine is selected.

(& Add Network Wizard

=

Connection Type

Networking hardware can be partitioned to accommodate each service that requires comnectivity.

Connection Type
Network Access
Connection Settings
Summary

Connection Types

 Virtual Machine
Add a labeled network to handle virtual machine network traffic.
" VMkernel

The VMkernel TCP/IP stack handes traffic for the folowing ESXi services: UMware vMotion, iSCSI, NFS,
and host management.

Lattann o ol ...../‘/\ o ptatin, gt 0 M“"“M\ Mw“f\ St
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af. Click Next. When the Virtual Machines - Network Access screen appears, deselect vmnic3, while leaving Create a

virtual switch selected.

(&) Add Network Wizard

Py ==

virtual Machines - Hetwork Access

Virtual machines reach networks through uplink adapters attached to virtual switches.

Connection Type

Select which virtual switch will handie the netwark traffic for this connection. You may also create a new virtual switch
Network Access using the undaimed network adapters listed below.

Connection Settings
Summary @ Create a virtual switch

[ @ vmnic3

" use vswitcho
@ vmicd
" Use vSwitch1
[~ E@ vmnic1

© Use vSwitch2
@ vmic2

1000 Full
1000 Full

1000 Full

I3

!

1

Preview:

hine Port Group

Virtual Mact Groy Physicz ers
VM Network 2 QB-NE adapters

Help < Back | Next > I Cancel

ag. Click Next. The Virtual Machines - Connection Settings screen appears.

(&) Add Network Wizard ==

virtual Machines - Connection Settings

Use network labels to identify migration compatible connections common to two or more hosts.

Connection Type

Fort Group Froperties
Network Access
Connection Settings Netwark Label: VM Network 2
summary VLAN ID (Optional): Nane (0) =
or Greup Dhysical adapters
ot e VM Netwark 2 QB.No adapters
,

W\.M\f‘“"’\-ﬁ\m.mw_\/“

ah. In the Network Label field, enter mgmt1 and click Next.
The Ready to Complete screen appears.

(@) Add Network Wizard e

Ready to Complete
Verify that all new and modified virtual switches are configured appropriately.

Connection Tvpe
Metwork Access
Connection Settings
Summary

Host networking will include the following new and modified vswitches:
Preview:

al. Click Finish.
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This is the complete configuration of virtual switches in the Networking view of the Configuration tab.

(&) 10.0.45.154 - vSphere Client [E=R =
File Edit View Inventory Administration Plug-ins Help
B ‘@ Home b gB] Inventory b Bl Inventory |
4+
=)
[ [10.0.45.15¢ hevx5000-esxispeak.Jocal VMware ESXi, 4.1.0, 260247
Getting Started | Summary | Virtual Machines | Resource Allocation | Performance [ IEQqy. Local Users & Groups | Events | Permissions
Hardware View: [Virtual Switch
Health Status Networking Refresh  Add Networking... Properties...
Processors
Memary Virtual Switch: vSwitchd Remove...  Properties...
Storage Vircuz| Maching Port Group Physical Adaprers
+ Networking L1 VM Netviork . E® vmnicd 1000 Full |3
Storage Adapters Tp——
Network Adapters 3 Management Network e .
Advanced Settings mk0 : 10.0.45.154
Power Management Virtual Machine Port Group
53 mgmto e .
Software
Licensed Featires Virtual Switch: vSuiteh1 Remove... Properties...
Time Configuration Virnuz! Maching Par Group Physical Adaprars
DINS and Routing 0 wand e BB vmnicl 1000 Full |2
Authentication Services
Virtual Machine Startup/Shutdown N eronert
. emove... Properties...
Virtual Machine Swapfile Lacation Virtual Switch: vSwitch2 P
i Virtual Machine Port Group Physical Adapters
Security Profile
& lano .B_. vmnic2 1000 Full |§
System Resource Allocation & B
Advanced Settings
Virtual Switch: vSwitch3 Remove... Properties...
Virtual Machine: Po Physical Adaprers
£ mgmti Q.B.No adapters
Recent Tasks Mame, Target or Status contains: ~ Clear X
Name | Target Status | Details | Initiated by | Requested Start Ti...~ | Start Time | Completed Time |
¥ Updatenetworkconfig.. [0 10.045.154 Completed root 8/11/2011 3:41:55 PM  B/11/2011 3:41:55PM  8/11/2011 3:41:56 PM
¥ Updatevirtual switch B 10045154 Completed roct 8/11/20113:39:36 M B/11/2011 3:39:36PM  8/11/2011 3:39:36 PM
¥ Updatenetworkconfig.. [ 10.045.154 Completed roct 8/11/20113:38:11PM  B/11/20113:38:11PM  8/11/2011 3:38:11PM il
|7 Tasks | root
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3 Deploy the VXOA virtual appliance’s OVF template

Verify that you know where the destination datastore is. If you don't have a datastore, you'll need to create one on the host before
proceeding.

Before this point, you'll have downloaded the OVA file from the appropriate location. The OVA file is a tar file containing the OVF
template and other required content.

NOTE:
the file.

fInternet Explorer saved the template as a winRAR ( tar) file, then be sure to change the extension back to .ova before using

a From the File menu, select Deploy OVF Template. The following screen appears.

(%) Deploy OVF Template = | B S

Source
Select the source location.

Source

OVF Template Details
Name and Location
Disk Format

Ready to Complete
Depiay from a fil or LRL

| | Bromse...

Enter a URL to download and install the OVF package from the Intemet, or
speafy 2 location accessible from your computer, such 2 a local hard drive, 2
network share, or a CO/DVD drive.

WP

WP Y P
M.‘A\/\’\“ M\\/‘M

b Depending on where you put the OVA filter after you downloaded it from the Silver Peak Support portal, select the
appropriate source and click Next.

The OVF Template details display.

[ (2) Deploy OVF Template =[5 [ |
OVF Template Details
Verify OVF template details.
Source
OVF Template Details Product: VX-5000
Name and Location B
Ciske Format Version: 4.4.0.0_37895
Network Mapping
Ready to Complete Vendor: Silver Peak Systems
Download size: 258.3MB
Size on disk: Unknawn (thin provisioned)
100.0 @B (thick provisioned)
Desaiption: Silver Peak Systems VX-5000
Help <Back | MNext > I Cancel
C Click Next. Inthe Name and Location screen, either accept the virtual appliance’s default name, as in VX-5000, or change
it. This is the name by which the hypervisor knows the virtual appliance.
(@ Deploy OVF Template =)

Name and Location
Speafy & name and location for the deployed template

Source T
OVF Template Details -5000]

Name and Location

Disk Format The name can contain up to 80 characters and it must b unique within the nventory folder.

Network Mapping
Ready to Complete

. »'M«»/‘A
SN M/"M’A"“,\‘\wnwf/

.
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d Click Next.

NOTE: If you have multiple datastores (which is not the case in this example), then the sequence screen on the left lists
Datastore after Name and Location. In the Datastore screen, the VM software displays only those items which meet the

requirements for minimum contiguous disk space. In that case, select a datastore and click Next.

The Disk Format screen appears.

(&) Deploy OVF Template

ol )

Disk Format

Source
OVF Template Detais
ame and Location
Disk Format
Network Mapping
Ready to Complete

In which format do you want to store the virtual disks?

Information about the selected datastore:

Name: Localstorage
Capadty:  278.8GB
Freespace:  278.2GB

Select a format in which to store the virtual machines virtual disks:

€ Thin provisioned format

The storage is allocated on demand as data is written to the virtuzl disks. This is
supported only on VMFS3 and newer datastores. Other types of datastores might
create thick disks.

Estmated disk usage: Unknawn

& Thick pravisioned format
All storage s allocated immediately.
Estimated disk usage: 100.0 GB

Help

< Back | Next > I Cancel

e Make sure that Thick provisioned format is selected, and then click Next.

The Network Mapping screen shows the completed mapping of virtual appliance (VX-5000) source networks to logical
destination networks you created in Step 2.

(&) Deploy OVF Template

ol )

Network Mapping

Source
OVF Template Detais
ame and Location
Disk Format
Network Mapping
Ready to Complete

Vihat netwarks should the deployed template use?

Map the networks used in this OVF template to networks in your inventory

Source Networks DestinationNetworks
mgmtd mgmt0
mgmt1 mgmt1
wiand wand
lano lan0
Description:
The momtd network. -

Help

< Back | Next > I Cancel
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f.

Click Next. The Ready to Complete screen summarizes the VX-5000's deployment settings.

@ Deploy OVF Template

PR

Ready to Complete

Are these the options you want to use?

Source

OVF Template Details
Name and Location
Digk Format

Network Mapping
Ready to Complete

When you dick Finish, the deployment task will be started.
Deployment settings:

OVF file:
Download size:
Size on disk:
Name:
Host/Cluster:
Datastore:
Disk Format:

Review the data, and click Finish.

Metwork Mapping:
Metwork Mapping:
MNetwork Mapping:
Metwork Mapping:

W S

C:\Users\tammer\Downloads\VX-5000-4.4.0.0_37595.0va
258.3 MB

Unknown

W¥-5000

hevx5000-esxi.speak.local

LocalStorage

Thick Provisioning

“mgmt0” to "mgmt0”

"mgmt1” to "mgmt1”

"wan0" to “wan0”

an0” to "IanD:‘A »
o “‘/"M\\AWMAM.

While showing a progress bar, the VX-5000 completes deployment and returns to the Summary screen.

NOTE: The virtual appliance is configured to have two virtual disks. The first disk is for System, and the second disk is for

Network Memory.
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4 Power on the Virtual Appliance

a In the vSphere Client, expand the VMware host node [in this example, it's 10.0.45.154] to show the VX-5000.

b To power on the virtual appliance, first select YX-5000, and then click ¥ in the menu bar above it.

([ 50085 154 - vopharn Conrt By

e Edt View levetory Admetiston Pug Helg
|« H-EET e L
0SS DAD SRS

B @ waAsl
G [vor-5000
- by Sommary | Rescerce Allscation | P aoa B Coapzis Pemisnion

L=

Wit is 3 Virteal Machine?

i [”:l B A Arual MAChing & 3 SORWANE COMpUer that, ke a e
phyiical compuler, runs an operating syshem and
3 I; 10.0.45.1 appicalions. An aperating syshem staled on a virual
A B mackine i caled a quest operating system

@ WX-5000 Bt ause every viMadl machine & an Soabed compaing
- EPMEDMEN, YOU Can use virtual machines as deskiop or
WOMKSIABGN Sy OnMerty g M4lng efmaicaments. o 1o
conschdaie server apphcatons

Wirtual macnes nu on RoStE The e Rod! Ca6 fun = B
many viriual machines -

Barsie Tasks

P AW SN

| Powar on tha vinual maching

sy
B Edit virtual maching seTmings /,I‘/ .-f/

:
e Rt P, ___/‘*"f*‘“fmf

You can monitor the status at the bottom of the page, in the Recent Tasks area.

Name | Target | Status | Details | Initiated by | Requested Start Ti... = | Start Time | Completed Time
@ Power On virtual mach... @ VX-5000 @ Completed root 8/11/2011 4:05:42 PM 8/11/2011 4:05:42 PM 8112011 4:05:43 FM
¥ Deploy OVFtemplate B 10.0.45.154 @ Completed 8/11/2011 3:58:24 PM  8/11/2011 3:58:24 PM  8/11/2011 3:58:53 PM

PN 200568-001 Rev E » R4.4 19 of 24



VXOA Virtual Appliance / VMware vSphere / vSphere Hypervisor / In-Line Deployment [Bridge Mode]

5 Configure the Virtual Appliance

To access the VX-5000s user interface, you'll need to discover the IP address for its mgmt0 interface and enter it into a browser:

a With VX-5000 still selected in the tree view, click Console. After the VX-5000 boots up, it arrives at the login prompt.

(@ 10045154 - v

=)

File Edit View In

a

Unauthorized access prohibited. Use of this system is subject to
Silver Peak Systems End User License Agreement.

silverpeak-8c7992 login: _

NOTE: You'll be entering commands in the console. If you ever need to click outside the client window, press CTRL+ALT.

b Log in as follows:

[Vx name] login: [ENTER]
Password: [ENTER]
[Vx name] > [ENTER]
[vx name] #
C To discover mgmt0's [P address, enter the following:
[Vx name] # [ENTER]

The console displays the mgmt0 IP address and netmask.

Interface mgmtd state
AdMin up:
Link up: ves
IP address: 18.8.45.153
Netmask: 255.255.255.8
Speed: 18888Mb/ s
Duplex: full
Interface type: ethernet
MTU : 1588
HW address: B@:8C:29:8C:79:92

RX bytes: 158808
RX packets: 141
RX mcast packets: 57

RX discards:

RX errors:

NOTE: To get to the login prompt from this point,

RX owerruns: enter g for quit, or hit the spacebar to continue

RX frame:

TX bytes:
packets:
discards:

errors:
oVerruns :

lines 1-24

paging through the returned information.

If the mgmt0 IP address and netmask display no values, then you'll need to configure both with a static IP address and

add a default gateway. Make sure you have both addresses before continuing.

In this example, we'll say mgmt0 = 10.0.45.153 / 24 and its default gateway is 10.0.45.1 10.

20 of 24
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d To configure mgmt0, enter the following command sequence:
[vxname] # config t
[vx name] (config) # interface mgmt0 shutdown
[vx name] (config) # no interface mgmt0 dhcp
[vx name] (config) # interface mgmt0 ip address 10.0.45.153 /24
[vx name] (config) # no interface mgmt0 shutdown

[vx name] (config) # show interfaces mgmt0

e To configure the default gateway, enter the following command sequence:
[vx name] (config) # ip default-gateway 10.0.45.110

[vx name] (config) # show ip default-gateway

[ENTER]
[ENTER]
[ENTER]
[ENTER]
[ENTER]

[ENTER]

[ENTER]

[ENTER]
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6 Run the Appliance Manager initial configuration wizard

In a browser, enter the mgmt0 IP address you just discovered or configured. The Silver Peak Appliance Management

a
Console login page appears.
SE==
|3 siverpesic47c763 - Login =l -
\(;L |73 http://10045.153/php/user_login.php ~| |28~ Googie e 3 - IE3N
® Silver Peak NX Series Appliance Management Console

Login - silverpeak-47c7e3

Userame

P—
‘ B Remeer e hane

| toon Hessage
Unauthorized access pronited. Use of iis system s sublect fo
Siver Peak Systems End User License Agreement.

Copyright © 20042011 Siver Pesk Systams, Ic. Allights reserved.

For both the User Name and Password, enter admin. The initial configuration wizard appears.

Configuration Wizard

Welcome to the Silver Peak Configuration Wizard

Configuration Will Take About 5 Minutes

+ Have your network detais handy &
* You can clck back at any time to mzke changes before applying them at the end of the wizard
® Consult the Quick Start Guide or User Manual, or contact support if you have any questions

| &% Configure Appliance Data
Path Interfaces

Set Deployment Mode:
Bridge/In-Line or
Router/Out-of-Path

S S
Configure Appliance "‘

Management Settings

i e

Quick Start Guide
ick Start Guide

User Manual

C Complete the remaining wizard screens.
If desired, change the Hostname. This is the name by which the Silver Peak software knows the virtual appliance.

When the wizard asks for the license number; it also provides a hyperlink to the Silver Peak Support portal. From
there you can retrieve the key and paste it into the License field.

*  Besureto select Bridge mode.

On the last wizard screen, click Apply. When the virtual appliance asks permission to reboot, allow it.
The Appliance Manager takes a few minutes to reboot and return to the login page.

You are now ready to start using the appliance.
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7 Verify end-to-end connectivity

After you configure both pairs of virtual appliances and their WAN routers, you must verify that the tunnel is Up and Active, and
that you're able to access the hosts through the tunnel. You can find all the information you need on the Appliance Manager home

page.

Host with Silver Peak VX-5000
IN-LINE [Bridge Mode]

auto-tunnel traffic

N

Appliance IP
10.0.45.10

3
A

mgmt0
10.0.45.153 124

o1

10.0.45.20

B

VMware
10.0.45.

)

Switch lan0 wan0

Site A

Host
54/24

—ﬁ— WAN =

Router

Appliance Next Hop IP
10.0.45.1

Appliance IP
10.0.50.10

r

10.0.50.20

el

3
B

mgmt0
10.0.50.153/24

ware Host
50.154/24

lan0 Switch

Router

Appliance Next Hop IP
10.0.50.1

Site B

Verify connectivity for tunnel traffic between two LANS. In this example, verify the connection between A1 and B1. In otherwords,

from 10.0.45.20 to 10.0.50.20. Screen refresh may take up to 60 seconds.

____ mgmt0

: 10.0.45.153

I_‘

= ‘E‘Eg_ Mzme  thovxx-A
&2 Tole B Time  2011/08/19 18:43:52UTC VMO +070_37895
® Silver Peak fvioee B e ) User admin [log out]
- . e o If alarms display,
| Home Monitoring ~ Alarms » oVirer Al — — — Q Alarms 0 Critical 0 Major 0 Minor 0 Warning ) single-click to access details.
)
Bandwidth » Lo s e Top 10 Applications » View Options .
o | e -
ovecon
s T
e Message of the Day 1
The tunnel name specifies the remote Appliance IP
rasne 5%
Tunnel {for Latency &Loss) address. Here, it's 10.0.50.10, for virtual appliance B.
L momime Loy e e meewmws  UESESees L auto tun_to_10.0.50.10
— If you see flows, then you have tunnelized traffic.
Top 10 FIOWS (LAN Rx Last 18min) » Tots 1 fin Sotenzecs 0 Cotrises: 0 Top 10 Flows (LAN Rx Last 15min) »  Tota!: 1 Non-Optinized: 0 Optimizec: 0
[ w1 Jreora | w2 lrori2 | app | Protocol | tANRxBytes | wantxbytes | Reduction(%) | UpTime |
20502 C Lnasined e 858 10,785 C S S | 10.0.45.20 0 10.0.50.20 0 unassigned icmp. 8,568 10,785 (] 1m4ls

00520 0
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A CAUTION

Using VMware's Snapshot function can severely degrade performance.
Please don't take snapshots of the VX Virtual Machine.

Tobackup the configuration file with GMS, access either ofthe two following
menus for backup options:

. Maintenance > Configuration Management > Backup

*  Maintenance > Configuration Management > Schedule Backup

If you don't have GMS, or you're using VX-Xpress, then use Appliance
Manager and navigate to Maintenance > Configuration Management for
available backup options.

NOTE: If you want, you can configure Silver Peak appliances to create auto-tunnels as soon as they detect traffic.

If there was no existing traffic and therefore no tunnel ...

.. you can force the creation of an auto-tunnel. In a command line, manually setting up a continuous ping from A1 to B1, and then
check Appliance A's Appliance Manager home page for tunnel status, the presence of flows, and the presence of any alarms:

*  To create a continuous ping from a Linux machine, enter

[Al]> [ENTER]

In this example, that would be

*  To create a continuous ping from a Windows machine, enter

[Al]> [ENTER]

In this example, that would be

After verifying connectivity, enter CTRL-C to stop the ping.

If you still don't see a tunnel, contact Silver Peak Customer Support.

If you’re deploying VX-Xpress, see your Network Administrator or the VX-Xpress user forum.
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