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About

This guide explains how to set up IPsec tunnels and service chain traffic from a Silver Peak EdgeConnect appliance to the Forcepoint Web Security Cloud.

Service chain an EdgeConnect appliance with Forcepoint by setting up interoperable site-to-site IPsec tunnels between the EdgeConnect appliance and Forcepoint. Part of the integration process is making sure that the IKE and IPsec algorithms are compatible and that tunnels, policies, and routing can be set up between the services.

**NOTE** Use Silver Peak EdgeConnect version 8.1.9.0 or later and Silver Peak Orchestrator version 8.5.0 or later.
Set up Forcepoint

Prerequisites

Before setting up site-to-site IPsec tunnels, complete the following tasks.

☐ Find the public IP address of your Silver Peak EdgeConnect appliance.
☐ Find the MAC address of the source interface of your appliance.
☐ Generate a pre-shared key that you use for both Forcepoint and EdgeConnect.
Add an edge device in Forcepoint

1. Sign in to the Forcepoint Web Security Cloud portal with your user credentials.
2. In the main screen, select Web > Network Devices > Device Management.
3. Select the add file button.
4. Select Add Edge Device.

5. In the Name field, enter a name for this appliance.
6. From the Device type list, select Other.
7. In the Description field, enter a descriptive text.
8. In the MAC address field, enter the MAC address of your appliance. The MAC address is the source interface of your appliance, such as wan0.
9. Select Pre-shared key (PSK).
10. In the Egress IP Address field, enter the public IP of your Silver Peak appliance.
11. From the Pre-shared key list, select Use your own key and enter the key name in the blank field.
12. Select Save.
Add Edge Device

Configure a supported edge device to connect to the cloud. Multiple devices can be imported using a CSV file.

**General**

- **Name:** SP
- **Device type:** Other
- **Description:** Silver-Peak IPsec
- **MAC address:**

**Device Authentication**

Define how the device authenticates with the cloud service.

- **Pre-shared key (PSK)**
- **Digital certificate**

- **Egress IP Address:** The external IP address of the device that connects to.
- **Pre-shared key:** Use your own key
  - **silverpeak**
- **Device ID:** This unique ID must be configure

*Figure 2: Configure the edge device.*
Set up Silver Peak EdgeConnect

Set up IPsec tunneling to connect to the edge device that you added in Forcepoint.

Configure IPsec tunnels

Create an IPsec VPN tunnel to the primary Web Security Service. Complete the following steps to create each tunnel.

1. Sign in to Orchestrator.
2. From the home screen, select Configuration > Tunnels.
   The Tunnels screen opens.
3. Click the pencil icon next to an EdgeConnect appliance to edit the appliance tunnel.
4. Select the Passthrough tab, then select Add Tunnel.
   The Add Passthrough Tunnel screen opens.
5. Select the General tab.
6. Fill in the following fields.

<table>
<thead>
<tr>
<th>Task</th>
<th>General</th>
</tr>
</thead>
<tbody>
<tr>
<td>Alias</td>
<td>Enter a name for the alias, such as Forcepoint.</td>
</tr>
<tr>
<td>Mode</td>
<td>Select IPsec.</td>
</tr>
<tr>
<td>Admin</td>
<td>Select up.</td>
</tr>
<tr>
<td>Local IP</td>
<td>Enter your appliance IP, which can be private if the appliance is behind a NAT or public.</td>
</tr>
<tr>
<td>Remote IP</td>
<td>Enter the remote device IP located in the cloud. Use the EdgeConnect public IP as the local IP.</td>
</tr>
<tr>
<td>NAT</td>
<td>Select none.</td>
</tr>
<tr>
<td>Peer/Service</td>
<td>Select or type Forcepoint.</td>
</tr>
<tr>
<td>Auto Max BW Enabled</td>
<td>Select the check box.</td>
</tr>
<tr>
<td>Max BW Kbps</td>
<td>Leave this field blank.</td>
</tr>
</tbody>
</table>
7. Select the IKE tab.
8. Fill in the following fields.

<table>
<thead>
<tr>
<th>IKE</th>
<th>Task</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Pre-Shared Key</strong></td>
<td>Enter the same pre-shared key that you entered in when added an edge device in Forcepoint.</td>
</tr>
<tr>
<td><strong>Authentication Algorithm</strong></td>
<td>Select SHA1.</td>
</tr>
<tr>
<td><strong>Encryption Algorithm</strong></td>
<td>Select AES-128.</td>
</tr>
<tr>
<td><strong>Diffie-Hellman Group</strong></td>
<td>Select 5.</td>
</tr>
<tr>
<td><strong>Lifetime</strong></td>
<td>Enter 1440.</td>
</tr>
<tr>
<td><strong>Delay time</strong></td>
<td>Enter a delay time, such as 300.</td>
</tr>
<tr>
<td><strong>Retry Count</strong></td>
<td>Enter 5.</td>
</tr>
<tr>
<td><strong>IKE Identifier</strong></td>
<td>Select USER_FQDN.</td>
</tr>
<tr>
<td></td>
<td>Enter the device ID from the edge device in Forcepoint.</td>
</tr>
</tbody>
</table>

| **Phase 1 Mode**         | Select Main.                                                        |

9. Select the IPsec tab.
10. Fill in the following fields.

<table>
<thead>
<tr>
<th>IPsec Task</th>
</tr>
</thead>
<tbody>
<tr>
<td>Authentication Algorithm</td>
</tr>
<tr>
<td>Encryption Algorithm</td>
</tr>
<tr>
<td>Enable IPsec Anti-replay Window</td>
</tr>
<tr>
<td>Lifetime</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>Perfect Forward Secrecy Group</td>
</tr>
</tbody>
</table>

11. Select **Save**.

You created an IPsec VPN tunnel to the Forcepoint edge device.

Configure Business Intent Overlay policies

To use the IPsec tunnels in a business intent overlay, complete the following steps.

1. In Orchestrator, select **Business Intent Overlay**.
2. In the **Internet Traffic** section, select the pencil icon next to **Policies**.
3. In the **Service Name** field, type a name for the Forcepoint peer/service.
4. Select **Add**.
5. Click **Close** to return to the previous screen.
6. From the **Business Intent Overlay** screen, move the Forcepoint service to the **Preferred Policy Order** section.
7. In the **Preferred Policy Order** section, move the Forcepoint service above the other policies.

**NOTE** By moving the Forcepoint service to the top of the list, all internet-bound traffic passes through the Forcepoint IPsec tunnel. If the tunnel is down, traffic backhauls via the overlay.
8. Select **Save all** to apply all changes.

![Preferred Policy Order](image)

*Figure 3: Preferred policy order.*

You configured business intent overlay policies that point to the IPsec VPN tunnels.